TightVNC Service Configurs

R e
Server | Access Control | Administration
Rules
First IP Last P Action Add...
192 168.0.21 Allowy Edit ...
152.168.0.0 152.168.0.255 Cueny
0.0.0.0 255.255.255.255  Deny Besiovs:
i Move up
Move down
Checl: the above rules on a specific |P: 192.168.1.1 will be rejected
Query Local User | oopback Connections

Default action on timeout :
@ Reject connection
| Accept connection

By default, connections from the same
machine are disallowed to prevent the
“cascading windows" effect.

Allow loopback connections
| Allow only loopback connections

oK || Cancal ||

e

Apply




